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Purpose of this Guide  

Statseeker can be configured and used as a comprehensive proactive and reactive alerting 

solution. Alerts can trigger messages for specific events across an extensive range of pre-

configured alert options.  

This Guide provides:  

¶ An overview of the Alerting concepts;  

¶ Details of the Alert components; 

¶ Examples of how to configure Alerting. 

 

The guide is structured into 3 sections: 

 

¶ Alerting concepts and Administration 

¶ Configuring Alerts 

¶ Thresholds 
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Before You Begin - Setting up your SMTP Gateway 

Your SMTP gateway must be configured before Statseeker can send email alerts. The process 

to configure the SMTP gateway settings is: 

1. Telnet or ssh to the Statseeker server; 

2. At the login prompt, enter the username: statseeker 

3. Enter your statseeker password ( maybe the same as the root or admin password);  

4. Enter the command: ssadmin 

5. Enter the Statseeker server root password; 

 

 
 

1. Enter '2' Email; 

 
 

2. Enter '2' Set config, to configure the SMTP gateway; 
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3. Set the 'SMTP Gateway IP Address' & the 'Masquerade as', then Press 'Enter' to continue; 

 
 

Notes:  

 

Sendmail will be stopped, and then restarted and you will be returned to the System 

Administration Utilities ï Email Page.   

 

The SMTP Gateway IP address is the IP address that sendmail will send the email to.  

 

The Masquerade as setting is used to change the second half of the from email address. 

Normally, the email will be sent with the second half of the email address being the same 

as the IP domain name of the server. However, some SMTP gates are configured to receive 

emails from a particular IP domain name. The Masquerade as setting can be  used to 

masquerade the emails so they appear to come from the correct IP domain name.  

 

 

4. Enter '3' Send test email; 

 
 

5. Enter a test email address (preferably yours) and press 'Enter'; 
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6. Check your inbox to ensure the message was delivered. 

 
 

Note: If the test message was not delivered, then please check your settings by returning to 

Step 6 and repeating the process. Also check your mail server configuration to ensure that 

it has been configured to accept email forwarding from your Statseeker server. If you are 

still experiencing issues, then please raise a technical support request at: 

http://www.statseeker.com/Support_Request.html  

  

http://www.statseeker.com/Support_Request.html
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Event Management  

The Event Management of the Alerting options allows administrators have Statseeker  

ignore/discard specific non-essential events. 

Any new events that match these filters: 

¶ Will not be stored (no history) 

¶ Will not appear in reports 

¶ Will not be alerted on 

Note that these filters will only affect future events and not those already stored in Statseeker. 

The timezone applied to these filters is that of the Statseeker server. 

 

To Access the Event Management Options: 

¶ Login to Statseeker 

¶ Go to the Administration Tool 

¶ Select Event Management from the Alerting Section 
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Adding a New Event Discard Filter 
 
To Add a new event Discard filter: 

¶ Enter a name for the filter ï in this case Chennai Mtc Window (to account for regualr 

downtime on this device) 

¶ Select the Event Type ï in this instance ping down events 

¶ Choose the Event Filter ï in this case the Chennai-rtr 

¶ Choose the time filter ï this filter is set to b e active from 1am to 5am each day.  

 

This discard filter will now discard all Ping down events on the Chennai router from 1am to 

5am, Sunday to Saturday (using the Statseeker server timezone).  
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Statseeker Alerting Concepts  

 
In versions of Statseeker prior to 3.7.x, Alerting was based on a simple concept of Actions & 

Filters. Whilst the concepts were simple to understand, their application required users to 

select both an action and a filter to complete the alert. These actions and filters in turn needed 

to be configured in different locations for each technology type (such as interfaces versus 

thresholds). 

 

In version 3.7.x a new user GUI has been created to make configuring alerts easier. The new 

alert page within Version 3.7.x: 

¶ Combines the Actions and Filters functionality into a single concept of an ñAlertò. 

¶ Combines alerting across different technologies (Device, Interface, Thresholds etc.). 

 

The core concepts behind alerting remain the same and include Actions, Filters and Event 

Databases.  

  

1. Actions 
 

Actions are created to:  

o Send an email; 

o Forward a Syslog message; 

o Run a User created script. 

 

Please note: Statseeker has no out of the box integration to SMS/Paging/NMS systems. 

Customers wishing to do so may need to write their own custom action scripts.  

 

2. Filters 
 

Filters configure the Events that trigger Actions. In the simplest sense, Filters configure the 

alerts Users will receive from any of the 5 Event Databases.  

 

3. Event Databases 
 

Before Actions and Filters are created, it is important to understand what Events can 

trigger Alerts.  

 

In Version 3.7 there are 5 Event Databases:  

 

Syslog  
This database is only populated if network devices have been configured to send Syslog 

messages to Statseeker;  

 

SNMP Traps  
This database is only populated if network devices have been configured to send SNMP 

Trap messages to Statseeker;  
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Device Events  
This database is populated by any device event that Statseeker polls for, such as ping 

state changes, temperature state changes on network devices etcé  

 

Interface Events  
This database is populated by any interface event that Statseeker polls for, such as 

OperStatus changes;  

 

Thresholds  
This database is populated every time a configured threshold is exceeded.  
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What Events Can Statseeker Alert on? 
 

Statseeker can trigger an alert for any event from any of the 5 Statseeker Event Databases.  

To view a sample of the events that Statseeker can alert on:  

1. Log into the Statseeker Network Infrastructure Monitor; 

2. Select a 'Time Filter'; 

3. Run any of the Event or Threshold reports within the Report List. 
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Email Alert Components  

 
The Alerting GUI in version 3.7.x includes a number of templates to make it easier for users 

to create the alerts they require. Each template is made up from a number of common 

components with the more advanced templates displaying more components and therefore 

allowing more options for alerting.  

 

The Alert Templates are: 

o Email Simple 

o Email with Custom Content (Simple) 

o Email with Custom Content (advanced) 

o Sending a Syslog Message 

o Running a Custom Script 

 

The components that make up the templates are: 

 

¶ Template 
 

The template component allows users to select a predefined template for the Alerting Gui. 

Statseeker provides 5 templates, each limiting the alerting components for ease of use in 

creating and working with Alerts. It is best to think of the Template as a filter on the fields 

that are displayed on the configuration screen.  The template screen displays what will be 

available in the selection screens for the alert being configured. 

 

¶ Name 
 

This is the name that is entered for the alert and will display in the alerts list. It is good 

practice to use alerts that will be descriptive for any user who will add, modify or work with 

the alert. 
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¶ Status 

The Status field enables the entire alert to be turned on or off. Generally alerts are configured 

and left running, however it can be useful to turn off alerts when certain work items are 

occurring on the network (equipment swap outs etc.). 

 

¶ Timezone 

Set the Time zone.  This applies to the filter and to the time displayed in the email. 

 

¶ Event Type 
 

The event type option provides a drop down selection list of available event types that may be 

used for alerts. The event types included in this list are: 

¶ Ping Events 

o Ping All ï All events containing the string PING 

o Ping Down ï Ping Down Events 

o Ping Up ï Ping State up events.  

o Custom ï Ping Events using a custom regex string 

¶ Interface Events 

o OperStatus (All) ï All events containing the string OperStatus 

o OperStatus Down ï All events containing OperStatus Down 

o OperStatus Up ï All Events containing OperStatus Up 

o Custom ï Interface events using a custom regex string 

¶ Syslog Events 

o Allows a custom syslog regex to be entered ï events matching the string will 

be triggered 

¶ SNMP Trap Events 

o Allows a custom SNMP Trap to be entered ï events matching the string will 

be triggered 

¶ Threshold Events 

o All currently configured events will appear in the list 

o Custom ï a custom Threshold regex can be entered  

The event type field is a drop down box containing different templates for Device, Port, 

Traps, Syslog, Thresholds and custom alerts.   
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If a ñcustomò template is selected, a regex field is displayed.  The user can then create a 

custom Event Type. 

 
 
 

 

¶ Entity Filter  
 

The entity filter allows the alert to be restricted to specific entities or groups. The Entity filter 

is dynamic ï meaning it will vary depending on Event type that has been selected. For 

instance, if a Ping Event Type has been selected then the entity filter will display a device 

option and a group option. Once the option drop down is selected the filter drop down will 

display a list of corresponding devices or groups that are relevant: 
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If however the Event Type selected was that of Interface the Entity filter options will be 

Interface or Group.  

  

 

¶ Time Filter  
 

The default Time Filter option is ñAny timeò.  If Any Time is selected, all events are alerted 

on ï i.e. the time filter applied will be 24 x 7.   

 

It is also possible to configure a custom Time Filter.  If a custom Time Filter is configured, 

only events during the Time Filter are alerted on.   

 

For example, a custom Time Filter can be configured for Monday to Friday, 8am to 5pm, so 

that only events during business hours are alerted on.   

 

Once a custom Time Filter is configured, it will appear in the Time Filter dropdown list when 

configuring future alerts. 
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To create a custom time filter, select the custom option from the time filter drop down list. 

The expanded time Filter selection will now be displayed with the ñWeekdayò, ñTimeò and 

ñQuery Infoò boxes now appearing.  You are then able to select the options from the 

dropdown boxes and it will automatically populate the Query Info field.   

 

Alternatively, you can type the query directly into the Query Info field using the format:  

wday = Mon to Fri; time = 08:00 to 17:00;   
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¶ Bundling 
 

There are several options available for message bundling. The bundling option allows 

multiple alerts to be sent, or óbundledô, in a single email alert. The benefit here is to prevent 

alert spamming when a large number of events are sent at the same time.  

The bundling options are: 

 

¶ No bundling ï when no bundling is applied a single email alert will be sent for 

every event that meets the alert criteria. 

¶ Custom Duration (eg 5 minutes) ï Custom duration sets the time to be applied to 

bundles. If in this example a custom duration of 5 minutes is selected then all alerts 

that are activated in the 5 minute bundle window will be sent in a single email.  

¶ Choose a specific time to send the bundle ï this option is only available from the 

ñEmail with Custom Content (advanced)ò Template.  

o The start time works like the time filter, only accepting events that occur 

after the start time and before the next send time.  If the start time is greater 

than the send time, then events will start to be bundled at that time on each 

day in the provided day range.   

o For example, if bundling from 7pm to 7 am Mon-Fri, all events that occur 

after 7pm Friday until 7am Monday will be sent at 7am on Monday 

(including any events all day Saturday and Sunday).   

 

o This is different to using the ñtime != 7:00am to 7:00pmò option in the time 

filters which would exclude the time period 7am to 7pm from any alerts 

being generated. 

o If the start time and send time are the same, all events are accepted and sent 

at the send time. 
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¶ Down Event Wait Times 
 

The Waiting for down events options is available from the ñEmail with Custom Content 

(advanced)ò Template. The options for Wait times are:  

o To wait a specified duration  

o To specify a specific time to wait until 

o To specify a specific range over which to wait.   

 

Waiting itself is a simple concept that defines the amount of time to ówaitô before triggering 

the down event. If a subsequent up event happens in the wait time, then the down alert is 

not sent.  

The concept for waiting over a specific time period is so that you can, for example, send an 

email in the morning with all devices that went down overnight and are still down in the 

morning. 

There are two options when waiting over a period of time, sending non-matching events as 

normal, or filtering out non-matching events.   

If the ñSend non-matching events as normalò option is selected, if a device goes down 

during the day then the device down event will be sent immediately.  The idea is that you 

are interested in all events during the day, but do not want to be bothered with the overnight 

outages unless they are still down in the morning.  This may be the case if some devices are 

deliberately powered off over night, for example. 

If the ñOnly send up/down events relating to this periodò option is selected, then if a device 

goes down during the day an alert will not be sent.  The idea is that you are only interested 

in outages over the specified period.  The reason that this is different from using a time 

filter is that an ñupò event that relates to an entity that goes down during the ñwaitò period 

is considered a matching event regardless of the time the up event occurs.  If a device goes 

down overnight and it is still down in the morning, you will receive an alert in the morning 

that the device is down.  If the device later comes back up during the day, you will also 

receive a matching alert saying the device has now come back up. 

In the following example: 

 

¶ An Alert is required to show all devices that went down overnight after 7pm  and are 

still down at 7am on Monday to Friday; 

¶ The alert is set to wait until 7am before sending an email 
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Note ï This email alert will notify devices that are still down as of 7am. It is valuable to have 

a separate alert that is used for ónormalô  - during the day - up/down state change alerts.   

 

¶  Email To 
 

The Email Settings section is visible in the Email with custom content (simple) and Email 

with custom content (advanced) templates. The subsections to this are 

 

To Field 

 

The user has the option to select Email, User or Group 
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If email is selected, the user is able to add more email addresses by clicking the (+)  

 

If user is selected, a dropdown box appears with a list of users.  You can configure the alert to 

be sent to multiple users by clicking the (+) and adding more users. 
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If group is selected, a dropdown box appears with a list of groups.  You can configure the 

alert to be sent to multiple groups by clicking the (+) and adding more groups. 

 

You can also configure an alert to be sent to a combination of email addresses, users or 

groups 
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Subject Field 

 

If the subject is blank, the alerts will be populated with the default subject line. The default 

will change if the user checks/unchecks ñbundlingò.   

 

A user can also type in a custom subject line. 

 

The ñInsertò selection options on the right can be used to insert fields into the subject of the 

email.  These fields will be replaced in the final email with information from the alert.     

 

 
 

Content Field 

 

If the Content Field is left blank, the default content will be used.  

The ñInsertò selection options on the right can be used to insert fields into the contents of the 

email.  These fields will be replaced in the final email with information from the alert.  In the 

case of bundling, information about the numbers of different types of Alerts can be inserted.  

Newlines and tabs used in the ñContentò section should appear in the final email.  An idea of 

what the final email may look like can be seen by pressing the ñPreview test Emailò button.  

(This only works if there are events on the system that match the provided filters.) 

An attempt has been made to make the available insert fields context sensitive.  This means 

that options for port information is only available if a port event filter has been selected and 

information for bundling information is only available if in the Subject field and the bundling 

option is selected.  This does not work on all browsers. 
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Recipient Roster 

It is possible in version 3.7.x to use (or update/delete) a recipient roster file.  Using the roster 

file option will change the email addresses that are used based on a roster that has been 

created.  Once the specified time has passed, the relevant email addresses will be used until 

the next time is reached.  The roster format is: 

YYYY MM DD HH MM email [email é} 

eg: 2013 01 23 14 30 email1@example.com email2@example.com 
 

Subject and Body Date formats 

This option enables a change the Subject and Body date formats of alerts.  Some common 

options are provided.  It is also possible to set a custom format as desired. 

 

Event Format 

Event Formats allow a substitution rule to be applied to the ñEvent Textò for this Alert, which 

can be inserted into the subject or body using the ñShort Textò placeholder.  For example: 

/ping_state down/Down/     will replace any Event Text matching ñping_state downò with the 

text ñDownò 

 

Newlines 

This option can specify the newline type 

mailto:email1@example.com
mailto:email2@example.com
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Outlook 

This option can disable the outlook format work-around.  By default a ñtabò character is 

added to the end of every line.  This is to work around a feature in the Windows Outlook 

email client where multiple lines in text-emails will be joined together. 

 

¶ Syslog Settings ï Host 
 

Specify the host to accept the syslog messages for the alert. 

 

¶ Command Settings 
 

Specify the command to execute a custom script/action. This is used primarily by advanced 

users who have written their own customised Scripts to generate actions within the product 

 

¶ Check Event Filters button 

This button is at the bottom of all the templates.  It searches historical events that match the 

filters. Only the first few matches are returned to show that the filters are working correctly.  

It could also be useful to ensure that the time/group filters are set correctly. 

 

 

  



Statseeker Pty Ltd  Version 3.7.x 

Alerting Help Guide  July 9
th
, 2013 

 

¶ Preview Test Email 

The preview test email button can be used to display a test email based on a previous event. 

This will allow customers to quickly test that the format of the messages is as expected.  The 

Preview test Email feature uses historical events that match the provided filters.  If there is no 

such event, then the Preview test Email feature cannot be used.  If there are no email 

addresses provided, the Preview test Email feature will also fail to work.  It is available on 

the following templates: 

¶ Email (simple) 

¶ Email with custom content (simple) 

¶ Email with custom content (advanced) 
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¶ Send Test Email 

The send test email button can be used to send a test email based on a previous event. This 

will allow customers to quickly test that the email addresses are working and that the format 

of the messages is as expected in their email client.  The Send test Email uses historical 

events that match the provided filters.  If there are no such events, then the Send test Email 

feature cannot be used.  If there are no email addresses provided, the Send test Email feature 

will also fail to work. It is available on the following templates: 

¶ Email (simple) 

¶ Email with custom content (simple) 

¶ Email with custom content (advanced) 
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Accessing the Alerting GUI 

To access the Alerting GUI screen: 

 

Å Login as an Admin user 

Å Click the Administration Tool button on the nim-console 

Å Scroll down to Alerting/Event Management  

Å Click on Alerting 

Å Click the Add button to create a new alert 
 
 
 
 
 
 
 
 
 
 
 
 
 

Within the Alerting console there are several options for the detail of alert you want to 

configure. These templates adjust the options for the alerts that you may wish to set up. The 

available templates that can be selected are: 

¶ Email (simple) 

¶ Email with custom content (simple) 

¶ Email with custom content (advanced) 

¶ Send syslog message 

¶ Run a custom script 

 

Each template used in adding an alert is detailed in the next section Creating Alerts.   
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Configuring Alerts and Examples 
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Creating an Alert  
 

1. Email (simple) 

This template option is the basic alert template and contains only the most common, simple 

email alert options. A new user should be able to configure an email to be sent with relative 

ease using this screen. There are limited to no customisable options, rather the template 

allows a user to select the event type, the entity, time range, bundling and email to options 

only. 

The simple email screen looks like this: 

 

Features of the Email (simple) template include: 

¶ Status field enables the entire alert to be turned on or off 

¶ Only 1 filter for the one action is possible with no option to add more.  This is 

displayed as an Event Type, Entity Filter and Time Filter.   

¶ Set the Time zone.  This applies to the filter and to the time displayed in the email. 

¶ Default Statseeker subject and content lines only are possible ï these are system 

generated 

¶ There is an option for no bundling or bundling using a default time. 

¶ One or more recipients.  See the Email To section. 

An Example of a simple Email alert is: 
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Where this alert: 

¶ Has been called Simple Alert and will appear in the Alerting list with this name once 

saved 

¶ Currently is set to ñOnò 

¶ Is a ping down alert 

¶ For the device Auckland-rtr 

¶ For anytime period (i.e. 24 x 7) 

¶ With Alerts bundled for 5 minutes before sending 

¶ Where email alerts will be sent to the email address customerservice@statseeker.com 

 

The standard output of the email is: 

 

  

mailto:customerservice@statseeker.com
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2. Email with custom content (simple) 

The purpose of this template is to keep the filter and advanced email components as simple as 

possible but still allow users to create custom content for the email. 

In many cases is desirable to have a tailored email subject line or different content in the 

email body ï such as a shorter subject line for emails forwarded as SMS; or the devices 

sysLocation in the email body for easy identification..  

The Email section in this template has been expanded into its own section: 

 

Features include: 

¶ Status field enables the entire alert to be turned on or off 

¶ The same filter, time zone and bundling options as the Email Simple GUI still apply. 

¶ The Email To section is moved under the Email Settings header. 

¶ Custom Subject / Contents.  The ñInsertò textbox on the left can be used to insert 
fields into the subject and contents of the email.  These fields will be replaced in the 

final email with information from the event. This is useful for users wishing to have 

the alerts display custom output in the email. 

 

 

 

 

 
 



Statseeker Pty Ltd  Version 3.7.x 

Alerting Help Guide  July 9
th
, 2013 

 

Using the same example as above with the Adelaide Router the output of the standard email 

is outputted as: 

 

Hint: Use the Preview Test Email to see the output of your alert.  

In this example the user now wants to change the alert as follows: 

- In the subject line to start with the text ñStatseeker Alert!ò followed by the Alert 

Event Text, Device name, Short Text and Event Time 

- In the email content the following information is required: 

o Text header line ñNew Events:ò 

o Device Name 

o IP Address 

o sysLocation 

o sysName 

o Total Events 

The Alert Configuration Screen now looks like this: 

 

 

Using the Preview Test Email option the output has now changed to show the new 

information: 



Statseeker Pty Ltd  Version 3.7.x 

Alerting Help Guide  July 9
th
, 2013 
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3. Email with custom content (advanced) 

The purpose of this template is to provide access to all of the Emailer options. This template 

allows users to create advanced email alerts with full bundling and email settings. It also 

allows users to  apply multiple filters to the same action by clicking the (+) in the filter 

settings. 

 

After clicking the (+) different filters can be created using multiple event types.  eg: Device, 

Port, Traps, Syslogéetc 
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Features include: 

¶ Status field enables the entire alert to be turned on or off 

¶ Multiple filters can be added to the alert (or just one).   See the Filter settings 

section. 

¶ Enabled field allows the user to disable individual filters 

¶ Filters can be hidden 

¶ Custom Subject / Contents 

¶ Bundling with options for: 

Ǔ No bundling 

Ǔ Custom Duration (eg 5 minutes) 

Ǔ Choose a specific time to send the bundle.  

The start time works like the time filter, only accepting events that occur after the 

start time and before the next send time.  If the start time is greater than the send 

time, then events will start to be bundled at that time on each day in the provided 

day range.   
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For example, if bundling from 7pm to 7 am Mon-Fri, all events that occur after 

7pm Friday until 7am Monday will be sent at 7am on Monday (including any 

events all day Saturday and Sunday).   

This is different to using the ñtime != 7:00am to 7:00pmò option in the time 

filters. 

If the start time and send time are the same, all events are accepted and sent at the 

send time. 

¶ Waiting for down events with options for:  

Ǔ Specified duration  

Ǔ Specify a specific time to wait until, or a specific range over which to wait.   

The main idea with waiting over a specific time period is so that you can, for 

example, send an email in the morning with all devices that went down overnight 

and are still down in the morning. 

There are two options when waiting over a period of time, sending non-matching 

events as normal, or filtering out non-matching events.   

If the ñSend non-matching events as normalò option is selected, if a device goes 

down during the day then the device down event will be sent immediately.  The 

idea is that you are interested in all events during the day, but do not want to be 

bothered with the overnight outages unless they are still down in the morning.  

This may be the case if some devices are deliberately powered off over night, for 

example. 

If the ñOnly send up/down events relating to this periodò option is selected, then 

if a device goes down during the day an alert will not be sent.  The idea is that 

you are only interested in outages over the specified period.  The reason that this 

is different from using a time filter is that an ñupò event that relates to an entity 

that goes down during the ñwaitò period is considered a matching event 

regardless of the time the up event occurs.  If a device goes down overnight and it 

is still down in the morning, you will receive an alert in the morning that the 

device is down.  If the device later comes back up during the day, you will also 

receive a matching alert saying the device has now come back up. 

¶ The same email customisation options as the Email with custom content (simple) 

template 

¶ You can choose to use (and update/delete) a recipient roster file.  This will change 

the email addresses that are used based on a roster.  Once the specified time has 

passed, the specified email addresses will be used until the next time is reached.  The 

roster format is: 

YYYY MM DD HH MM email [email é} 

eg: 2013 01 23 14 30 email1@example.com email2@example.com 

¶ An option to change the Subject and Body date formats.  Some common options are 

provided.  Otherwise see the link under ñCustomò for all date formatting options. 

mailto:email1@example.com
mailto:email2@example.com
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¶ Event Format.  This allows a substitution rule to be applied to the ñEvent Textò for 

this Alert, which can be inserted into the subject or body using the ñShort Textò 

placeholder.  For example: /ping_state down/Down/     will replace any Event Text 

matching ñping_state downò with the text ñDownò 

¶ An option to specify the newline type 

¶ An option to disable the outlook format work-around.  By default a ñtabò character 

is added to the end of every line.  This is to work around a feature in the Windows 

Outlook email client where multiple lines in text-emails will be joined together. 

 

4. Send syslog message 

The purpose of this template is to allow customers to send syslog messages. 

 

Features include: 

¶ Status field enables the entire alert to be turned on or off 

¶ The event type field is a drop down box containing: Device, Port, Traps, 

Syslogéetc 

¶ Customizable time filter 

¶ Multiple filters can be added to the alert (or just one).  

¶ Enabled field allows the user to disable individual filters 

¶ Filters can be hidden 

 

 

5. Run a custom script 

This template is for advanced users: 
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Features include: 

¶ Status field enables the entire alert to be turned on or off 

¶ The event type field is a drop down box containing: Device, Port, Traps, 

Syslogéetc 

¶ Customizable time filter 

¶ Multiple filters can be added to the alert (or just one).  

¶ Enabled field allows the user to disable individual filters 

¶ Filters can be hidden 

¶ Option to use the command line 
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Create a new alert  
Å Login to Statseeker as an Admin user 

Å Click the Administration Tool button on the nim-console 

Å Scroll down to Alerting/Event Management  

Å Click on Alerting 

Å Click the Add button to create a new alert 

Å The New Alert screen will be displayed in the right panel 

Å Select one of the available templates 

Å Select the appropriate filters 

Å Click the Save Alert button  
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Edit an alert  
 

Å Login to Statseeker as an Admin user 

Å Click the Administration Tool button on the nim-console 

Å Scroll down to Alerting/Event Management  

Å Click on Alerting 

Å Select the alert you want to edit 

Å Click the Edit button  

Å The Alert will be displayed in the right panel 

Å Make the appropriate amendments 

Å Click the Save Alert button  

Å The changes will be saved 
 

 
 
  




















































